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This unit standard does not replace any other unit standard and is not replaced by any other unit standard. 



	PURPOSE OF THE UNIT STANDARD 



	This unit standard is designed to provide credits towards health and safety in the work environment, specifically applicable to the computer industry. 

Qualifying learners are able to:
  Demonstrate an understanding of the use of preventive maintenance measures and procedures of computer hardware;
  Demonstrate an understanding of the use of safety measures and procedures of a computer working environment;
  Explain environmental protection measures and procedures of a computer working environment. 

The performance of all elements is to a standard that allows for further learning in this area. 



	LEARNING ASSUMED TO BE IN PLACE AND RECOGNITION OF PRIOR LEARNING 



	The credit value is based on the assumption that people starting to learn towards this unit standard are: 

  Competent in Communications Literacy at NQF level 2
  Able to describe basic concepts of Electrostatic Discharge (ESD)
  Able to describe basic concepts of electricity
  Able to identify basic computer components 



	UNIT STANDARD RANGE 



	This unit standard covers: 
The health and safety requirements related to the computer environment. More detailed range statements are provided for specific outcomes and assessment criteria as needed. 



	Specific Outcomes and Assessment Criteria: 



	SPECIFIC OUTCOME 1 



	Demonstrate an understanding of the use of preventive maintenance measures and procedures. 



	OUTCOME NOTES 



	Demonstrate an understanding of the use of preventive maintenance measures and procedures of computer hardware. 



	
ASSESSMENT CRITERIA 



	ASSESSMENT CRITERION 1 



	The demonstration identifies the causes of computer hardware maintenance. 



	ASSESSMENT CRITERION RANGE 



	Including, but not limited to: Over heating, Dust, Electrical Spikes, Thermal creep.
 



	ASSESSMENT CRITERION 2 



	The demonstration covers preventive measure for the causes of computer hardware maintenance. 



	ASSESSMENT CRITERION RANGE 



	Including, but not limited to: Ventilation, Liquid cleaning compounds, Uninterrupted Power Supply (UPS).
 



	SPECIFIC OUTCOME 2 



	Demonstrate an understanding of the use of safety measures and procedures. 



	OUTCOME NOTES 



	Demonstrate an understanding of the use of safety measures and procedures of a computer working environment. 



	
ASSESSMENT CRITERIA 



	ASSESSMENT CRITERION 1 



	The demonstration explains safety measure for different types of fires and which applies to computer environments. 



	ASSESSMENT CRITERION RANGE 



	Including, but not limited to: A, B and C types of fires.
 



	ASSESSMENT CRITERION 2 



	The demonstration covers potential hazards and safety procedures relating to the computer environment. 



	ASSESSMENT CRITERION RANGE 



	Including, but not limited to: High-voltage equipment, Power supply, Screens.
 



	ASSESSMENT CRITERION 3 



	The demonstration cover Electrostatic Discharge (ESD) and precautions for it. 



	ASSESSMENT CRITERION RANGE 



	Including, but not limited to: Conductive rubber mat with grounding cable, grounding wrist strap, Goggles.
 



	SPECIFIC OUTCOME 3 



	Explain environmental protection measures and procedures of a computer working environment. 



	
ASSESSMENT CRITERIA 



	ASSESSMENT CRITERION 1 



	The explanation covers handling of computer components. 



	ASSESSMENT CRITERION RANGE 



	Including, but not limited to: Screens, Batteries.
 



	ASSESSMENT CRITERION 2 



	The explanation covers handling of computer peripheral components. 



	ASSESSMENT CRITERION RANGE 



	Including, but not limited to: Printer toner cartridges, Chemical solvents and cans.
 




	UNIT STANDARD ACCREDITATION AND MODERATION OPTIONS 



	The relevant Education and Training Quality Authority (ETQA) must accredit providers before they can offer programs of education and training assessed against unit standards. 

Moderation Process: 

Moderation of assessment will be overseen by the relevant ETQA according to the moderation guidelines in the relevant qualification and the agreed ETQA procedures. 



	UNIT STANDARD ESSENTIAL EMBEDDED KNOWLEDGE 



	The following essential embedded knowledge will be assessed through assessment of the specific outcomes in terms of the stipulated assessment criteria. Candidates are unlikely to achieve all the specific outcomes, to the standards described in the assessment criteria, without knowledge of the listed embedded knowledge. This means that the possession or lack of the knowledge can be inferred directly from the quality of the candidate's performance against the standards. 

  The different hardware components of a computer, and their basic functioning
  Peripherals used in a computer environment 





[bookmark: _Toc390115536]HOW TO USE THIS GUIDE

This workbook belongs to you.  It is designed to serve as a guide for the duration of your training programme and as a resource for after the time.    It contains readings, activities, and application aids that will assist you in developing the knowledge and skills stipulated in the specific outcomes and assessment criteria.  Follow along in the guide as the facilitator takes you through the material, and feel free to make notes and diagrams that will help you to clarify or retain information.  Jot down things that work well or ideas that come from the group.  Also, note any points you would like to explore further.  Participate actively in the skill practice activities, as they will give you an opportunity to gain insights from other people’s experiences and to practice the skills.  Do not forget to share your own experiences so that others can learn from you too.  
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For ease of reference, an icon will indicate different activities.  The following icons indicate different activities in the manual.
 (
Learning Activities
) (
Outcomes
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[bookmark: _Toc247448408][bookmark: _Toc269816062][bookmark: _Toc390115538]PROGRAMME OVERVIEW 
[bookmark: _Toc170771414][bookmark: _Toc183383230]
[bookmark: _Toc247448409][bookmark: _Toc269816063][bookmark: _Toc390115539]PURPOSE
[bookmark: _Toc269816064]This unit standard is designed to provide credits towards health and safety in the work environment, specifically applicable to the computer industry. 

Qualifying learners are able to:
· Demonstrate an understanding of the use of preventive maintenance measures and procedures of computer hardware;
· Demonstrate an understanding of the use of safety measures and procedures of a computer working environment;
· Explain environmental protection measures and procedures of a computer working environment. 

The performance of all elements is to a standard that allows for further learning in this area. 
LEARNING ASSUMPTIONS
[bookmark: _Toc170771416][bookmark: _Toc183383232][bookmark: _Toc247448412][bookmark: _Toc269816065]The credit value is based on the assumption that people starting to learn towards this unit standard are: 
· Competent in Communications Literacy at NQF level 2
· Able to describe basic concepts of Electrostatic Discharge (ESD)
· Able to describe basic concepts of electricity
· Able to identify basic computer components 

[bookmark: _Toc390115540]HOW YOU WILL LEARN

The programme methodology includes facilitator presentations, readings, individual activities, group discussions, and skill application exercises.

[bookmark: _Toc247448413][bookmark: _Toc269816066][bookmark: _Toc390115541]HOW YOU WILL BE ASSESSED

This programme has been aligned to registered unit standards.  You will be assessed against the outcomes of the unit standards by completing a knowledge assignment that covers the essential embedded knowledge stipulated in the unit standards.  When you are assessed as competent against the unit standards, you will receive a certificate of competence and be awarded 6 credits towards a National Qualification.
[bookmark: _Toc356064604]
[bookmark: _Toc390115542]FORMATIVE ASSESSMENT 
In each Learner Guide, several activities are spaced within the content to assist you in understanding the material through application. Activities in the learner manual are not for assessments. Formative assessments are in a separate module written formative assessment. Please make sure that you complete ALL activities in the Formative Assessment Guide, Formative activities must be completed at the end of each section. 

[bookmark: _Toc223618941][bookmark: _Toc225341898][bookmark: _Toc356064605][bookmark: _Toc390115543]SUMMATIVE ASSESSMENT 

You will be required to complete a Portfolio of Evidence for summative assessment purposes. A portfolio is a collection of different types of evidence relating to the work being assessed. It can include a variety of work samples.

The Portfolio Guide will assist you in identifying the portfolio and evidence requirements for final assessment purposes. You will be required to complete Portfolio activities on your own time, using real life projects in your workplace environment in preparing evidence towards your portfolio.
[bookmark: _Toc164745687]Being Declared Competent Entails:
Competence is the ability to perform whole work roles, to the standards expected in employment, in a real working environment.
There are three levels of competence:
· Foundational competence: an understanding of what you do and why.
· Practical competence: the ability to perform a set of tasks in an authentic context.
· Reflexive competence: the ability to adapt to changed circumstances appropriately and responsibly, and to explain the reason behind the action.
To receive a certificate of competence and be awarded credits, you are required to provide evidence of your competence by compiling a portfolio of evidence, which will be assessed by a Services SETA accredited assessor.
[bookmark: _Toc164745688]You Have to Submit a Portfolio of Evidence
A portfolio of evidence is a structured collection of evidence that reflects your efforts, progress and achievement in a specific learning area, and demonstrates your competence.
[bookmark: _Toc164745689]The Assessment of Your Competence
Assessment of competence is a process of making judgments about an individual's competence through matching evidence collected to the appropriate national standards. The evidence in your portfolio should closely reflect the outcomes and assessment criteria of the unit standards of the learning programme for which you are being assessed.
To determine a candidate’s knowledge and ability to apply the skills before and during the learning programme, formative assessments are done to determine the learner’s progress towards full competence. This normally guides the learner towards a successful summative (final) assessment to which both the assessor and the candidate only agree when they both feel the candidate is ready.
Should it happen that a candidate is deemed not yet competent upon a summative assessment, that candidate will be allowed to be re-assessed. The candidate can, however, only be allowed two reassessments. 
When learners have to undergo re-assessment, the following conditions will apply:
Specific feedback will be given so that candidates can concentrate on only those areas in which they were assessed as not yet competent.
Re-assessment will take place in the same situation or context and under the same conditions as the original assessment.
Only the specific outcomes that were not achieved will be re-assessed.
Candidates who are repeatedly unsuccessful will be given guidance on other possible and more suitable learning avenues.
In order for your assessor to assess your competence, your portfolio should provide evidence of both your knowledge and skills, and of how you applied your knowledge and skills in a variety of contexts.
This Candidate’s Assessment Portfolio directs you in the activities that need to be completed so that your competence can be assessed and so that you can be awarded the credits attached to the programme. 

	NOTE YOUR POE GUIDE HAS MORE INFORMATION ON THE ASSESSMENT PROCESS




[bookmark: _Toc242091437][bookmark: _Toc243113732][bookmark: _Toc247459765][bookmark: _Toc269816067][bookmark: _Toc390115544]SECTION 1:  PREVENTATIVE MAINTENANCE MEASURES AND PROCEDURES


 (
Specific Outcome 
On completion of this section you will be able to 
demonstrate an understanding of the use of preventive maintenance measures and procedures. 
)[image: ]






 (
Assessment 
C
riteria 
On completion of this section you will be able to:
The demonstration identifies the causes of computer hardware maintenance. (SO 1, AC 1)
The demonstration covers preventive measure for the causes of computer hardware maintenance. . 
 (SO 1, AC 2)
)
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1.1 INTRODUCTION

Preventive maintenance (PM) has the following meanings:
1. The care and servicing by personnel for the purpose of maintaining equipment and facilities in satisfactory operating condition by providing for systematic inspection, detection, and correction of incipient failures either before they occur or before they develop into major defects.
2. Maintenance, including tests, measurements, adjustments, and parts replacement, performed specifically to prevent faults from occurring.

The primary goal of maintenance is to avoid or mitigate the consequences of failure of equipment. It is designed to preserve and restore equipment reliability by replacing worn components before they actually fail. Preventive maintenance activities include partial or complete overhauls at specified periods, oil changes, lubrication and so on. In addition, workers can record equipment deterioration so they know to replace or repair worn parts before they cause system failure. The ideal preventive maintenance program would prevent all equipment failure before it occurs.
	
NB
Preventive maintenance can be described as maintenance of equipment or systems before fault occurs. It can be divided into two subgroups:
· planned maintenance and
· Condition-based maintenance.
The main difference of subgroups is determination of maintenance time, or determination of moment when maintenance should be performed.

While preventive maintenance is generally considered to be worthwhile, there are risks such as equipment failure or human error involved when performing preventive maintenance, just as in any maintenance operation. Preventive maintenance as scheduled overhaul or scheduled replacement provides two of the three proactive failure management policies available to the maintenance engineer. Common methods of determining what Preventive (or other) failure management policies should be applied are; OEM recommendations, requirements of codes and legislation within a jurisdiction, what an "expert" thinks ought to be done, or the maintenance that's already done to similar equipment, and most important measured values and performance indications.
In a nutshell:
· Preventive maintenance is conducted to keep equipment working and/or extend the life of the equipment.
· Corrective maintenance, sometimes called "repair," is conducted to get equipment working again.






[bookmark: _Toc390115546]1.2 CAUSES OF COMPUTER HARDWARE MAINTENANCE

The following are the reasons why computer hardware components must be maintained regularly.

1. Dust 

Dust is a major killer of speed if you haven't cleaned it up in over a year. This can block filters, and prevent air from flowing through the computer. It causes the machine to overheat. It also affects disk drives and can even block USB ports and interfaces. Dust also acts as an insulator which can add to the heat build-up. More importantly, dust can also cause a short in circuit boards and integrated circuits causing computers to crash and, in some cases, even catch fire!

[image: http://cdn0.mos.techradar.futurecdn.net/Review%20images/PC%20Plus/PCP%20305/PCP305.make1.dust_pc-578-80.jpg]

2. Overheating 
Overheating is your computer’s biggest enemy; too much heat can fry its delicate circuitry and chips and send you shopping for a brand new system. Its fast spinning hard drives and quick microprocessors packed inside cramped quarters can lead to dangerous overheating and potential equipment damage. In fact, some high-performance hard disks can produce an astonishing amount of heat. If this heat is not safely dissipated, it can cause serious performance problems or even damage the hard disk. Because today’s high-performance computers generate a great deal of heat - as much as 175 watts for the typical full-sized desktop.

3. Major Causes of Overheating 
Among the primary causes of computer overheating are the PC’s components themselves, poorly ventilated environment, direct sunlight and dust. Dust build-up can insulate components, compromise their ability to cool off, and cause them to burn up. Unfortunately, in addition to cooling your PC, your computer’s internal cooling fans also manage to suck a fair amount of the dusk that has settled into the immediate environment. A big pile of dust of can also attract moisture, causing a deadly combination of liquid and filth that can corrode the metal parts inside your computer. 

[image: http://my-tech-gurus.com/wp-content/uploads/2014/02/overheating-issues.jpg]

4. Electrical disturbances
A disturbance may be caused by a problem that occurs on Eskom’s transmission or distribution lines, such as a lightning strike. A disturbance may also be caused by circumstances within your home or office building. For example, starting a motor will cause the voltage to drop briefly (a sag) because the motor pulls a large amount of energy. Turning the motor off may cause a brief, sudden rise in voltage (a surge) because the energy needed to run the motor is no longer required.
Disturbances like these, along with noise, spikes, and momentary interruptions of power, may affect your computer equipment without your realizing it. An electrical disturbance is described by the way it changes the shape of the voltage waveform. The five basic disturbances that can occur on an electrical system are illustrated and explained below. A normal waveform of the 60 hertz (Hz) alternating current provided by the utility is also illustrated.
	Normal 60 Hz waveform

	[image: normal]



	Voltage Sag

	[image: voltage sag]

	Description: Drop in voltage greater than 13 percent within 2½ seconds
Causes: Power line switching, motor starts, overloaded service panel, office equipment
Effects: Data loss, erroneous subroutine operation, keyboard lockout.

	Voltage Surge

	[image: voltage surge]

	Description: Increase in voltage greater than 6 percent within 2½ seconds
Causes: Capacitor bank switching, motors turning off, office equipment
Effects: Disk write errors, logic board failure, damaged power supply



	Noise

	[image: noise]

	Description: Continuous distortion of line voltage
Causes: Faulty wiring, office equipment, motor controllers, fluorescent lighting 
Effects: Keyboard lockup, corrupted data, hardware damage



	Spike

	[image: spike]

	Description: Sharp increase in voltage which may exceed normal by 5 to 10 times
Causes: Lightning, power tools, elevators, office equipment
Effects: Disk write errors, logic board failure, damaged power supply



	Momentary Interruption

	[image: momentary interruption]

	Description: Breaks in applied voltage lasting half a second to several seconds
Causes: Utility recloser operation, faulty circuit breakers, bad wiring connections
Effects: Lost data, destruction of files, damaged hard disk


Why is your computer equipment affected by electrical disturbances?
Eskom supplies your home or office building with alternating current (AC) at 60 Hz and at certain voltages, such as 120 or 240 volts (V). This AC power is what your computer receives when it is plugged into an outlet. However, there is a power supply unit built into your computer equipment which receives the AC power and converts it to direct current (DC) power at a lower voltage.
Electrical disturbances can occur anywhere on the AC electrical system and can be transmitted into the microprocessor’s power supply unit. The power supply unit is affected by electrical disturbances because it is not designed to withstand significant changes in AC power, such as spikes, surges, or sags. Electrical disturbances can damage your computer equipment’s power supply unit, circuit boards, microchips, and even individual logic gates.

5. Thermal creep or chip creep 
Chip creep is a PC problem that is caused by thermal expansion. This takes place when a system expands and contracts as it heats up and cools down. This will have adverse effects on various components and sections inside the PC.

[image: http://img364.imageshack.us/img364/5062/mt32b6ec.jpg]



[bookmark: _Toc390115547]1.3 PREVENTATIVE MEASURES FOR CAUSES OF COMPUTER HARDWARE FAILURES

The following are methods of preventing computer hardware failure

1. VENTILATION 
All computers have ventilation holes, and fans that help them to cool down. Keeping fan openings and ventilation holes clear helps the airflow and keeps the device from overheating. Keeping the fans clean helps prevent dust and foreign matter from getting inside.

	
NB: 
Ensure that the computer is placed in an area with good ventilation such that the heat generated by the microprocessor, motherboard, and other devices is dissipated. 

In Paula Tapay and Kathryn MCFarland - 03 Jan 2007 addition, books and other objects should not be placed on top of the monitor case, as this would block excess heat from escaping from the ventilation slots. This could cause colour shifting, screen flicker, and failure. 

Follow these guidelines to ensure adequate ventilation:
· Keep the computer upright and on a sturdy, level surface.
· Provide at least 15.25 centimeters (6 inches) of clearance around each vent.
· If the computer is being used at very high altitudes, above 1500 meters (5000 feet), take extra care to keep the computer cool. The maximum limit of 35 degrees Celsius (95 degrees Fahrenheit) drops 1 degree Celsius (~34 degrees Fahrenheit) every ~300 meters (1000 feet) of altitude.




2. CLEANING (REMOVE DUST AND LINT BY CLEANING VENTS)
Notebook PCs have vents located around the case to allow air to flow through the case. If these vents become clogged or heat generating parts become covered with dust, the fan cannot cool the components properly. Lint and dust accumulation prevents air from flowing around the cooling fins and causes the fan to work harder. If there is dust in the vents, you should clean the computer by blowing out the dust from around the fan and heat shield. This prevents dust from accumulating.

Figure: Dust accumulation
[image: Image of dusty component]
Figure: Dust accumulation around fan
[image: Image of dust accumulation around fan]
[image: http://h10025.www1.hp.com/ewfrf-JAVA/Image/common/caution.png]
CAUTION: Ensure that the computer is turned off and the AC adapter is disconnected before spraying with compressed air to prevent damage to the notebook PC.

Use a can of compressed air (a vacuum cleaner on blow function or a hair dryer in cool air mode can also be used, though the can of compressed air is better suited for this task) to remove dust from the computer's vents and prevent overheating. Removing the dust increases the air flow to improve cooling and allows the fan to run quieter.
The cooling vents are located in various places depending on the PC model. You can identify the vents by looking for the copper or black fins inside the vents. You should also blow the compressed air into other openings such as the fan intake vent to help keep the air circulating and prevent dust from accumulating on components.

Figure: Side vent
[image: Image of a side vent]
Figure 4: Rear vent
[image: Image of a rear vent]

By taking this action periodically as a preventive measure, you can greatly reduce the possibility of component damage and prevent the slowdown of the computer's performance.

3. UNINTERUPTED POWER SUPPLY (UPS)
A device which will protect your computer from electrical disturbances is available. It is called an uninterruptible power supply (UPS) system. Basically, a UPS unit contains electronic hardware and maintenance-free, sealed batteries to protect your computer and processed data.

During normal operation, the UPS unit acts as a filter: it removes noise and arrests any spikes which may occur on the electrical system. At the same time, the battery is being maintained by an electrical charge which keeps it at full capacity. When the UPS unit monitors a surge, a sag, or a momentary interruption of power, the battery comes online to provide the correct voltage to keep your computer operating.

During an extended power outage, the UPS unit will supply power to your computer and provide sufficient time for you to properly store your data and turn the computer equipment off. Usually, power back-up time is approximately ten minutes. Critical equipment, such as electronic phone systems or security systems, will stay on line longer when UPS systems with greater battery capacity are used.


[image: http://commun-it.ca/wp-content/uploads/2012/07/Uninterruptible_Power_Supply__Ups_.jpg]


[bookmark: _Toc390115548]SECTION 2:  SAFETY MEASURES AND PROCEDURES


 (
Specific Outcome 
On completion of this section you will be able to 
demonstrate an understanding of the use of safety measures and procedures.
 
)[image: ]







 (
Assessment 
C
riteria 
On completion of this section you will be able to:
The demonstration explains safety measure for different types of fires and which applies to computer environments.  (SO 
2
, AC 1)
The demonstration covers potential hazards and safety procedures relating to the computer. 
 (SO 
2
, AC 2)
The demonstration cover Electrostatic Discharge (ESD) and precautions for it. 
(SO 2, AC 3)
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3.1 INTRODUCTION

The number of computers in the workplace has increased rapidly over the last few years and it is now quite normal for most staff in organisations to be exposed to computer usage. It is the responsibility of the organisation to take steps to minimise risks for all workers. 

Let us look at some of the key safety precautions when using computers;
The display screen
This should:
· display well-defined characters of adequate size and spacing
· have a stable image
· have easily adjustable brightness and contrast
· tilt and swivel easily to suit the user
· be free from glare and reflections
· use a separate base for the screen, or an adjustable table.
· The keyboard
This should:
· be tiltable and separate from the screen to allow the user to adopt a comfortable working position
· have a space in front to provide support for the hands or arms of the user
· have a matt surface
· have clearly legible symbols on the keys.
· The work surface
The work surface should:
· provide adequate space for the user
· have a low reflective surface
· be of adequate size to allow the screen, keyboard, etc to be flexibly arranged
· have a stable, adjustment document holder, which should be at the same level as the screen and at the same viewing distance.
· The work chair
This should have a seat that is adjustable in height, with a seat back adjustable in height and tilt. A footrest should be available.
The workstation/environment
The workstation must do the following:
· provide sufficient space for the user or the operator to alter position comfortably
· lighting must be adequate with suitable contrast between the screen and background
· glare and reflections on the screen should be avoided
· Windows should be fitted with adjustable coverings to alter the daylight level.
· When a workstation is shared by more than one person, it should be assessed in respect of each person.



[bookmark: _Toc390115550]3.2 SAFETY MEASURES FOR DIFFERENT TYPES OF FIRES


Computers are notoriously bad at surviving fires. If the flames don't cause your system's case and circuit boards to ignite, the heat might melt your hard drive and all the solder holding the electronic components in place. Your computer might even survive the fire, only to be destroyed by the water used to fight the flames.
You can increase the chances that your computer will survive a fire by making sure that there is good fire-extinguishing equipment nearby.
[bookmark: AUTOID-15940][bookmark: AUTOID-15942]In the late 1980s, Halon fire extinguishers were exceedingly popular for large corporate computer rooms. Halon is a chemical that works by "asphyxiating" the fire's chemical reaction. Unlike water, Halon does not conduct electricity and leaves no residue, so it will not damage expensive computer systems.
Unfortunately, Halon may also asphyxiate humans in the area. For this reason, all automatic Halon systems have loud alarms that sound before the Halon is discharged. Halon has another problem as well: after it is released into the environment, it slowly diffuses into the stratosphere, where it acts as a potent greenhouse gas and contributes to the destruction of the ozone layer. Halon is therefore being phased out and replaced with systems that are based on carbon dioxide (CO2), which still asphyxiate fires (and possibly humans), but which do not cause as much environmental degradation.
Here are some guidelines for fire control:
· Make sure that you have a hand-held fire extinguisher by the doorway of your computer room or office. Train your computer operators in the proper use of the fire extinguisher. Repeat the training at least once a year. One good way to do this is to have your employees practice with extinguishers that need to be recharged (usually once every year or two). However, don't practice indoors!
· Check the recharge state of each extinguisher every month. Extinguishers with gauges will show if they need recharging. All extinguishers should be recharged and examined by a professional on a periodic basis (sometimes those gauges stick in the "full" position!).
· [bookmark: AUTOID-15954]If you have a Halon or CO2 system, make sure everyone who enters the computer room knows what to do when the alarm sounds. Post warning signs in appropriate places.
· If you have an automatic fire-alarm system, make sure you can override it in the event of a false alarm.
· Ensure that there is telephone access for your operators and users who may discover a fire or a false alarm.
[bookmark: AUTOID-15961][bookmark: AUTOID-15964][bookmark: AUTOID-15966][bookmark: AUTOID-15969][bookmark: AUTOID-15972]Many modern computers will not be damaged by automatic sprinkler systems, provided that the computer's power is turned off before the water starts to flow (although disks, tapes, and printouts out in the open may suffer). Consequently, you should have your computer's power automatically cut if the water sprinkler triggers. Be sure that the computer has completely dried out before the power is restored. If your water has a very high mineral content, you may find it necessary to have the computer's circuit boards professionally cleaned before attempting to power up. Remember, getting sensitive electronics wet is never a good idea.
[bookmark: AUTOID-15977][bookmark: AUTOID-15979]If you have an uninterruptible power supply, be sure that it is automatically disconnected, too.
[bookmark: AUTOID-15982]Because many computers can now survive exposure to water, many fire-protection experts now suggest that a water sprinkler system may be as good as (or better) than a CO2 system. In particular, a water system will continue to run long after a CO2 system is exhausted, so it's more likely to work against major fires. They also are less expensive to maintain, and less hazardous to humans.
If you choose to have a water-based sprinkler system installed, be sure it is a "dry-pipe" system. This keeps water out of the pipes until an alarm is actually triggered, rather than having the sprinkler heads pressurized all the time. This may save your system from leaks or misfortune.
We know of one instance where a maintenance man accidentally knocked the sprinkler head off with a stepladder. The water came out in such quantity that the panels for the raised floor were floating before the water was shut off. The mess took more than a week to clean up.
Be sure that your wiring, in addition to your computers, is protected. Be certain that smoke detectors and sprinkler heads are appropriately positioned to cover wires in wiring trays (often above your suspended ceilings), and in wiring closets.


3.2.1 CLASSES OF FIRE

[image: Class A Fire]Fires can be divided into broad classifications for ease of extinguishing them. This will assist in selecting the best extinguishing agent to be used, on the most appropriate type of fire. Lets now look at them.

Class A
Class A fires involve ordinary combustible materials: wood, paper, trash, plastic and cloth. Class A fires are usually relatively slow in their initial development and growth, and because these materials are solids, they are somewhat easier to contain. Class A fires leave an ash after the material has been consumed.
[image: Class B Fire]
Class B
Class B fires involve flammable and combustible liquids and flammable gases such as Gasoline, Fuel oil, Paint, Butane and Propane. These fires usually develop and grow very rapidly. Class B materials are fluid in nature, which allows them to flow and move. This makes dealing with them somewhat more difficult than Class A materials. These materials are common in many settings. These fires typically do not leave an ash.

[image: Class C Fire]Class C
Class C fires involve energized electrical equipment such as motors, appliances, and machinery. This is the only classification of the five that is not directly related to the type of fuel. The fact that a live electrical circuit is involved is the determining factor. Remove the power and the burning materials may actually fall into one or more of the four other classes. If the electric power is disconnected, the fire is no longer considered class C. Whether the device being considered is turned on or not is unimportant in this classification. Power to the device makes it Class C even if the device is turned off.



Below is a summary of all classes;
[image: All Classes of Fire (A,B,C,D,K)]


3.2.2 TYPES OF FIRE EXTINGUSHERS

	[image: ABC Dry Chemical Fire Extinguisher Image]
	ABC Dry Chemical
 These are found in sizes containing from 5 to 20 pounds of monoammonium phosphate. Monoammonium phosphate is a finely ground extinguishing agent, which looks like yellow talcum powder. Nitrogen gas is used for propellant. This extinguisher is particularly effective on class A, B, and C fires but also extremely messy. Operation is fairly simple. Pull the pin through the seal, aim the extinguisher at the base of the fire, and sweep from side to side. The extinguisher has a range of about 15 feet. These extinguishers are found in hallways and occasionally in labs.

	 [image: Carbon Dioxide Fire Extinguisher Image]
	Carbon Dioxide
 
This is a high pressure vessel filled with either 5 or 10 pounds of liquid CO2. It is only to be used on flammable liquid or electrical fires. Because the CO2 is expelled as a gas the extinguisher has a very limited operation range of about 4 to 6 feet. This extinguisher is found mostly in labs or mechanical rooms. The carbon dioxide extinguisher can be easily identified because it does not have a pressure gauge.
 

	 [image: Halon Fire Extinguisher Image]
	Halon
 A halon fire extinguisher uses bromochlorodifluoromethane, halon 1211, as its extinguishing agent. Halon is an extremely clean agent that leaves no residue, making it a good agent for use around computers and other sensitive equipment. It has a range of about 15 feet. Pull the pin, aim at the base of the fire, and sweep from side to side. Operation is similar to the ABC extinguisher.



using your fire extinguisher, be sure to read the instructions before it's too late. Although there are many different types of fire extinguishers, all of them operate in a similar manner. 


THE PASS EXTINGUISHER OPERATING PROCEDURE

The following are the steps in using a fire extinguisher;

1. [image: http://www.windsorfire.com/img/fire-extinguisher-pass-illustration.jpg]Pull the Pin at the top of the extinguisher. The pin releases a locking mechanism and will allow you to discharge the extinguisher. 


2. Aim at the base of the fire, not the flames. This is important - in order to put out the fire, you must extinguish the fuel.


3. Squeeze the lever slowly. This will release the extinguishing agent in the extinguisher. If the handle is released, the discharge will stop. 


4. Sweep from side to side. Using a sweeping motion, move the fire extinguisher back and forth until the fire is completely out. Operate the extinguisher from a safe distance, several feet away, and then move towards the fire once it starts to diminish. Be sure to read the instructions on your fire extinguisher - different fire extinguishers recommend operating them from different distances. Remember: Aim at the base of the fire, not at the flames!!!! 



The picture below shows how to focus the fire extinguisher on a flame;
[image: http://www.all-security-system.com/upload/1010/image/FireExtinguisher(1).gif]

	REMEMBER: 
The following steps should be followed when responding to incipient stage fire:
· Sound the fire alarm and call the fire department, if appropriate.
· Identify a safe evacuation path before approaching the fire. Do not allow the fire, heat, or smoke to come between you and your evacuation path.
· Select the appropriate type of fire extinguisher.
· Discharge the extinguisher within its effective range using the P.A.S.S. technique (pull, aim, squeeze, and sweep).
· Back away from an extinguished fire in case it flames up again.
· Evacuate immediately if the extinguisher is empty and the fire is not out.
· Evacuate immediately if the fire progresses beyond the incipient stage.






[bookmark: _Toc390115551]3.3 POTENTIAL HAZARDS AND SAFETY PROCEDURES
With the increase in computer use, a number of health and safety concerns related have arisen. Many problems with computer use are temporary and can be resolved by adopting simple corrective action. Most problems related to computer use are completely preventable. However it is important to seek prompt medical attention if you do experience symptoms including:
· continual or recurring discomfort
· aches and pains
· throbbing
· tingling
· numbness
· burning sensation
· or stiffness
Seek help even if symptoms occur when you are not working at your computer.
Laptop computers can present particular problems due to small screens, keyboards and inbuilt pointing devices (e.g. a small portable mouse or touchpad). Prolonged use of laptops should be avoided. If using a laptop as a main computer (i.e. use as a normal desktop computer in addition to use as a portable), it is advisable to use the laptop with a docking station. This allows an ordinary mouse, keyboard and monitor to be used with the laptop. 

The main risks associated with using computers include:
· Musculoskeletal problems
· Eye strain and a greater awareness of existing eye problems
[image: http://designbeep.designbeep.netdna-cdn.com/wp-content/uploads/2010/06/back-pain.jpg]Rashes and other skin complaints have also been reported, although it is thought these are caused by the dry atmosphere and static electricity associated with display units rather then by the display units themselves. There are potential risks from radiation though this is a contentious area.
Musculoskeletal problems
These can range from general aches and pains to more serious problems and include:
· Upper limb disorders such as repetitive strain injury (RSI) tenosynovitis and carpal tunnel syndrome - by far the most important as it can quickly lead to permanent incapacity
· Back and neck pain and discomfort
· Tension stress headaches and related ailments
These types of problem can be caused by:
· Maintaining an unnatural or unhealthy posture while using the computer
· Inadequate lower back support
· Sitting in the same position for an extended period of time
· An ergonomically poor workstation set up

Eye strain
[image: http://wlacs.com/archives%20tips/Best%20ways%20to%20reduce%20computer%20eyestrain_clip_image003.jpg]Computer users can experience a number of symptoms related to vision including:
· Visual fatigue
· Blurred or double vision
· Burning and watering eyes
· Headaches and frequent changes in prescription glasses

Computer work hasn't been proven to cause permanent eye damage, but the temporary discomfort that may occur can reduce productivity, cause lost work time and reduce job satisfaction. Eye problems are usually the result of visual fatigue or glare from bright windows or strong light sources, light reflecting off the display screen or poor display screen contrast.

Prevention is better than cure
Several relatively straightforward precautions can be taken by computer users to avoid problems.
Avoiding musculoskeletal problems
General precautions to avoid musculoskeletal problems include:
· Taking regular breaks from working at your computer - a few minutes at least once an hour
· Alternating work tasks
· Regular stretching to relax your body
· Using equipment such as footrests, wrist rests and document holders if you need to
· Keeping your mouse and keyboard at the same level
· Avoiding gripping your mouse too tightly - hold the mouse lightly and click gently
· Familiarise yourself with keyboard shortcuts for applications you regularly use (to avoid overusing the mouse)
It is also important to have your workstation set up correctly. Your workstation includes monitor, keyboard, mouse, seating, desk, and where appropriate, footrest (to enable you to put your feet flat if they would otherwise not reach the floor), wrist rest, and document holder. Monitors should:
· Swivel, tilt and elevate - if not use an adjustable stand, books or blocks adjust the height
· Be positioned so the top line of the monitor is no higher than your eyes or no lower than 20° below the horizon of your eyes or field of vision
· Be at the same level and beside the document holder if you use one
· Be between 18 to 24 inches away from your face

Keyboards should:
· Be detachable and adjustable (with legs to adjust angle)
· Allow your forearms to be parallel to the floor without raising your elbows
· Allow your wrists to be in line with your forearms so your wrists does not need to be flexed up or down
· Include enough space to rest your wrists or should include a padded detachable wrist rest (or you can use a separate gel wrist rest which should be at least 50 mm deep)
· Be placed directly in front of the monitor and at the same height as the mouse, track ball or touch pad

Chairs should:
· Support the back - and have a vertically adjustable independent back rest that returns to its original position and has tilt adjustment to support the lower back
· Allow chair height to be adjusted from a sitting position
· Be adjusted so the back crease of the knee is slightly higher than the pan of the chair (use a suitable footrest where necessary)
· Be supported by a five prong caster base
· Have removable and adjustable armrests
· Have a contoured seat with breathable fabric and rounded edges to distribute the weight and should be adjustable to allow the seat pan to tilt forward or back
Tables and desks should:
· Provide sufficient leg room and preferably be height adjustable
· Have enough room to support the computer equipment and space for documents
· Be at least 900 mm deep
· Have rounded corners and edges

Avoiding Eyestrain
Precautions that can be taken to avoid eyestrain include:
· Exercising the eyes by periodically focusing on objects at varying distances
· Blinking regularly
· Keeping the air around you moist - for example using plants, open pans of water or a humidifier (spider plants are said to be particularly good for this and removing chemical vapours from the air)
· Adjusting the screen height / seating so that when sitting comfortably your eyes are in line with the top of the monitor screen
· Adjusting the brightness control on your monitor for comfort
· Adjusting the contrast on your monitor to make the characters distinct from the background
· Adjusting the refresh rate of your monitor to stop it flickering
· Positioning monitors to avoid glare (e.g. not directly in front of windows)
· Keeping your monitor the screen clean
· Keeping the screen and document holder (if you use one) at the same distance from your eyes
· Servicing, repairing or replacing monitors that flicker or have inadequate clarity
· Regular eye testing - do this at least once every 2 years and more frequently if necessary - especially if you are experiencing eye problems related to using display equipment. Indicate the distance from your eyes to the monitor to your optician and talk to them regarding special lenses or the use of bifocals.


Electrical Hazards and Precautions
[bookmark: ElecHazards]The use of any item of electrical equipment contains a risk element due to the potentially dangerous threat of electric shock. Computer systems and associated hardware, such as printers, scanners, network hubs and other devices, are commonly mains powered and as such are a potential hazard. The risk of electric shock applies to normal users of the equipment and also to those undertaking repairs or upgrades. For example, a fault could occur where the case of a PC becomes live and this could pose a risk of electrical shock to a user who inadvertently touches the case. Similarly when repairing a PC the technician could be at risk if they do not take the appropriate safety measures such as isolating the PC by disconnecting it from the mains supply.
	
Safety Devices

[bookmark: SafetyDevices]Hardware devices, which can prevent injury and/or damage to equipment, include:
· fuses
· circuit breakers
· residual current devices (RCD)
These devices are designed and installed to perform one or more of the following:
· reduce the risk of electrical shock;
· reduce the risk of fire;
· Reduce the risk of damage to other equipment, cables, etc.






[bookmark: _Toc390115552]3.4 ELECTROSTATIC DISCHARGE (ESD) AND PRECAUTIONS

Electrostatic Discharge, or ESD, is defined as the transfer of charge between bodies at different electrical potentials. If you scuff your feet as you walk across a carpet, electrons move from the carpet to you, leaving you with excess electrons. Touch a door knob and ZAP! The electrons move from you to the knob. You get a shock, at a minimum of 3,000 volts (the threshold of human feeling)! 

The kind of ESD shock you feel may also be responsible for damaging electronic components in many computers and telecommunications systems. While it takes an electrostatic discharge of 3,000 volts for you to feel a shock, much smaller charges, well below the threshold of human sensation, can and often do damage semiconductor devices. Many of the more sophisticated electronic components can be damaged by charges as low as 10 volts.

How it happens
Static electricity is defined as an electrical charge caused by an imbalance of electrons on the surface of a material. Once the charge is created on a material and it remains at rest on the material, it becomes an “electrostatic” charge. An ESD event is a rapid transfer of charge (electrons) from one object to another in an attempt to become electrically neutral.
Electrostatic charge is most commonly created by the contact and separation of two electrically nonconductive materials. The amount and type of charge (positive or negative) depends on the materials involved.

CONTROLLING ESD
The following are ways of managing ESD.

1. Antistatic mat
[image: Laptop on antistatic mat]
Alternatively referred to as a grounding mat, an antistatic mat is a floor or table mat used to help reduce the risk of electrostatic discharge while working on a computer or other electrostatic sensitive device. The picture shows an example of a laptop being repaired by a technician. The blue mat under this laptop is an antistatic mat.
	
CAUTION: 
All computer boards are sensitive to electrostatic discharge. To avoid possible damage, handle all static-sensitive boards, components, and computers at a static-safe work area.




2. Wrist strap
[image: Antistatic or ESD wrist strap]Alternatively referred to as an antistatic strap or antistatic wrist strap, a wrist strap is a strap that wraps around the users wrist like a bracelet and has a cord or other connection coming from that bracelet that attaches to the computer. The wrist strap keeps the user grounded, which helps prevent electrostatic damage to a computer or any other electrostatic sensitive device. The picture shows a wrist strap with detachable strap around a wrist.

There are also some anti-static wristbands that work by using a battery in the wristband to create a ground. It does not connect to the computer or antistatic mat in this case since the battery power provides the same grounding as a wired wrist strap.
How to use a wrist strap

Place your wrist in the strap and attach the other end (often using the alligator clip) to a non-painted metal portion of the computer case, antistatic mat, or antistatic workbench. While working on the computer or other electrostatic sensitive device the wrist strap should remain on your wrist.


[bookmark: _Toc390115553]SECTION 3:  ENVIRONMENTAL PROTECTION MEASURES
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Specific Outcome 
On completion of this section you will be able to 
explain
 environmental protection measures and procedures of a computer working environment. 
.
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On completion of this section you will be able to:
The explanation covers handling of computer components. 
.  (SO 2, AC 1)
The explanation covers handling of computer peripheral components. 
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[bookmark: _Toc390115554]
3.1 INTRODUCTION 

It is estimated that more than 25 percent of all the lead in landfills today comes from consumer electronics components. Because consumer electronics contain hazardous substances, many states require that they be disposed of as hazardous waste. 

Computers are no exception. Monitors contain several carcinogens and phosphors, as well as mercury and lead. The computer itself may contain several lubricants and chemicals as well as lead. Printers contain plastics and chemicals such as toners and inks that are also hazardous. All of these items should be disposed of properly.
[image: http://www.pcrecyclers.com.au/ewaste-blog/wp-content/uploads/2014/04/global-trends-on-ewaste-computer-recyling.jpg]
Each type of equipment or supply that has a potential environmental risk associated with it has a Material Safety Data Sheet (MSDS) , available from the manufacturer or from the Environmental Protection Agency ( www.epa.gov ). This document details the proper handling and disposal of the item.


[bookmark: _Toc390115555]3.2 DISPOSAL OF COMPUTER COMPONENTS AND PERIPHERAL COMPONENTS

In this section we shall look at the different ways of handling computer peripheral components.

Disposing of Batteries
· Remove the used battery from the computer and place it in a resealable bag or other closed container. This prevents contamination if the battery leaks. Place only one battery in a bag or container. Be sure to carry out this safety measure as there can be enough juice left in a battery to cause a short circuit and ignite a spark if the battery comes into contact with the terminals of another battery. Cover battery terminals with adhesive or electrical tape as an additional precaution.
· Contact your local municipal authority or private trash collector to inquire about the policies for hazardous waste removal. Many municipalities have certain days when items considered to be hazardous are picked up or can be dropped off at an area recycling center. There may even be an ordinance in your town or city prohibiting disposing of rechargeable batteries in the regular trash. Residents can also go to official municipal website links where they can learn more. Some municipalities distribute print newsletters, which publish the recycling calendar along with listing the recycling services available.
· Check out local retail stores that sell computer equipment and batteries. A number of major retailers now provide recycle bins right in the stores. Collection points are found at many Staples. Other retailers who sell computer batteries will often take back an old battery for recycling when you buy a new battery.

NB: Never dispose of batteries in fire, as they could explode.

Disposing of CRTs
A CRT contains phosphors on the inside of the screen that can harm the environment if placed in a landfill. The large boxy shell of the CRT also takes up a lot of space in a landfill. Dispose of a monitor at your local hazardous-waste recycling center.

Disposing of Circuit Boards
Circuit boards contain lead in their soldering, so they should not be put in the regular trash. Take them to the local hazardous-waste disposal site, or contract with a company that handles them.

Disposing of Ink and Toner Cartridges
[image: http://pad1.whstatic.com/images/thumb/0/00/Recycle-Empty-Ink-and-Toner-Cartridges-Step-6.jpg/670px-Recycle-Empty-Ink-and-Toner-Cartridges-Step-6.jpg]Ink and toner cartridges should be taken to recycling centers for proper disposal. It may also be possible to sell them to companies that refill and reuse them, but some people feel that this is not a good idea. Those re-manufactured cartridges sometimes do not work very well, and can damage the printers they are installed in, and by selling such companies your "empties" you are encouraging that industry.

Disposing of Cleaning Chemicals
The most common cleaning chemicals used for computers are alcohol and water, neither of which are particularly hazardous to the environment. However, if you use other chemical products, consult an MSDS for the product or consult the manufacturer to find out whether any special disposal is required.

	
NB

A number of non-profit organisations collect electronic equipment including computers and printers, either for reuse or for de-manufacture and recycling. Recipients pay nothing for the equipment or buy it at a heavily discounted rate. Developing countries benefit most from these schemes, but recipients also include community groups.
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